
Information Security Policy  

One of our new 12 themes for the promotion of CSR management is information security, considering 
the expectations of stakeholders and the changes in society and the environment. We have 
established the Basic Information Security Policy and treat it as guidelines for our information security 
efforts so that we can protect the information assets of TAMRON and its customers from accidents, 
disasters, crimes and other threats in an advanced information society and live up to the trust of 
customers and society, with the aims of becoming a company that is chosen by customers and 
providing products and services that are satisfactory to customers. 
 
1. Establishment of information security system and policy  

We have established a management system that is necessary for maintaining and improving 
information security and consider the measures necessary for information security to be official 
internal rules. 

  

2. Responsibility in leadership and protection of information assets   
By following the Basic Information Security Policy, our managers take the lead in ensuring that 
the information assets of TAMRON and its customers can be properly managed. 

 
3. Compliance with laws and contractual requirements  

TAMRONʼs employees comply with the laws, regulations and norms relating to the information 
assets used in our business activities and with the security requirements relating to contractual 
agreements with customers. 

 
4. Employees' efforts and training regarding information security  

TAMRON periodically provides training on information security to its employees with the aim of 
ensuring that the knowledge and technology necessary for maintaining and improving 
information security can be acquired and that the importance of information security can be 
understood. 

 
5. Continuous review of our information security management system  

We conduct regular audits and review our information security policy to continually review our 
information security management system. 

 
6. Handling violations and accidents  

We have a system in place to handle violations of laws, regulations, norms and agreements with 
customers relating to information security and information security accidents. We also strive to 
prevent violations and accidents and remain dedicated to minimizing the impact of violations 
and accidents in the event that they occur. 
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